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Abstract: In this paper, we study the problem of how to design a medical-grade wireless local area network (WLAN) for healthcare facilities. First, unlike the IEEE 802.11e MAC, which categorizes traffic primarily by their delay constraints, we prioritize medical applications according to their medical urgency. Second, we propose a mechanism that can guarantee absolute priority to each traffic category, which is critical for medical-grade quality of service (QoS), while the conventional 802.11e MAC only provides relative priority to each traffic category. Based on absolute priority, we focus on the performance of real-time patient monitoring applications, and derive the optimal contention window size that can significantly improve the throughput performance. Finally, for proper performance evaluation from a medical viewpoint, we introduce the weighted diagnostic distortion (WDD) as a medical QoS metric to effectively measure the medical diagnosability by extracting the main diagnostic features of medical signal. Our simulation result shows that the proposed mechanism, together with medical categorization using absolute priority, can significantly improve the medical-grade QoS performance over the conventional IEEE 802.11e MAC.
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I. INTRODUCTION

Today’s hospitals deploy numerous devices over wires for various medical applications such as monitoring, diagnosis, treatment, and alarms. In order to plug in more and more devices in hospitals, there has been a surge in demand to replace wires with wireless technologies [1]–[5]. This replacement not only reduces the deployment cost and time, but also gives patients increased mobility and comfort by releasing them from wires. In fact, major vendors are already manufacturing commercial medical devices based on wireless technologies [6]–[9].

The significance of introducing wireless technologies in healthcare facilities is far beyond the reduced cost and improved mobility. Wireless technologies are expected to significantly improve the safety of medical systems. For example, massive communication over wires in current healthcare environments often results in the so-called “malignant spaghetti” (a crisscross of cables from various devices), which is a serious potential hazard for patient safety [10]. Also, a stand-alone telemetry device for monitoring a patient’s condition is ineffective unless a medical staff member is present in the room, resulting in a significant delay in response to a sudden change in the patient’s condition. The use of wireless technologies enables healthcare personnel to remotely monitor the patient’s condition in real time. In addition, by introducing wireless technologies, we can prevent infection due to wire contact.

However, due to the unpredictable variations in the wireless channel, wireless networking can become a safety hazard for medical applications when used without a proper investigation. Hence, for successful deployment of wireless technologies in healthcare applications, the main challenge is how to guarantee the required quality of service (QoS) level of medical applications when using a wireless connection, i.e., medical-grade QoS [11]–[14]. The IT industry is currently marketing IEEE 802.11 wireless local area network (WLAN) as a promising solution for wireless medical networks [15]. However, those deployment efforts have been treated by the industry as an ad hoc site-specific engineering issue rather than a fundamental network design issue for the research community. Although there have been some research efforts in wireless medical networks [1]–[4], [16]–[23], a systematic network design paradigm that properly takes into account medical-grade QoS is still lacking. Consequently, the successful deployment of IEEE 802.11 WLAN in healthcare facilities requires a proper input from the research community. In fact, in the recent IEEE 802 plenary tutorial [24], 802.11 QoS for medical devices is remarked upon as a main research issue.

In this paper, we focus on the design of a wireless LAN that can provide medical-grade QoS for healthcare facilities. In particular, our contributions are as follows:

• We study how to prioritize medical applications in healthcare facilities into access categories. Unlike the conventional 802.11e MAC, which categorizes traffic by their delay constraints, we determine the access priority of medical applications according to medical urgency in medical workflows.

• Under the medical categorization, we propose a multiple access mechanism that can guarantee absolute priority of each medical category over lower ones. Consequently, medical applications in each category can be protected from unexpected increases in less-critical traffic in lower categories. Furthermore, we derive the optimal contention window size for real-time patient monitoring applications to improve network performance.

• For proper evaluation of network performance from the medical viewpoint, we introduce the weighted diagnostic distortion (WDD) as an effective medical QoS metric for efficiently evaluating the level of medical diagnosability, i.e., whether the received signal can be used for diagnosis by healthcare personnel or not.
The remainder of this paper is structured as follows. In Section II, we provide background on the connectivity of medical devices. Then, we briefly introduce IEEE 802.11e MAC. In Section III, we first study how to map medical applications into access categories according to their medical urgency. With the medical categorization, we propose a method that can guarantee the absolute priority of each category with respect to lower ones. In order to further improve the network performance, we derive the optimal contention window size for real-time patient monitoring. In Section IV, we introduce the WDD as an effective metric for evaluating medical-grade QoS of an electrocardiography (ECG) signal. In Section V, we provide simulation results that show that the proposed scheme significantly improves the network performance and guarantees absolute priority. The conclusion follows in Section VI with several important future research topics.

II. PRELIMINARIES

In this section, we provide an overview on the connectivity between medical devices. We also discuss currently-deployed medical networks in healthcare facilities. Then, we introduce the basics of IEEE 802.11e MAC, which will be the starting point for our design of a medical-grade WLAN.

A. Medical Device Connectivity

Connectivity between medical equipment goes back 20 years to the medical information bus [25] for bedside medical devices. This technology eventually led to a standardization effort for medical device communication, which resulted in the development of the joint ISO/IEEE-11073 standard [26]. Since 2004, nomenclature and domain information models, which specify various types of information exchange between devices, have been approved in IEEE 11073; they provide a sound framework for creating interoperable standards. In addition, several standards specifying everything from network topology to encoding strategy have been approved for cable connections and infrared wireless connections. Currently, many standard drafts are waiting for approval for specific medical devices (pulse-oximeters, blood-pressure monitor, weighing scale, etc.) and other communication mediums (Ethernet cable, RF wireless, etc.). Evaluation of these new technologies in medical environments is still in progress [27].

A representative example of wireless medical networks currently deployed in healthcare facilities is the wireless medical telemetry system (WMTS) for patient monitoring [28], as illustrated in Fig. 1. There are two main trends in the deployment of the WMTS; a vendor-specific network in the dedicated WMTS band and an IEEE 802.11 network in the shared industrial scientific and medical equipment (ISM) band [22]. Each of these two solutions has its own unique advantages and disadvantages. While a telemetry system in the WMTS band enjoys dedicated bands, it can only support a small number of channels because of its small bandwidth. In contrast, an IEEE 802.11-based telemetry system benefits in terms of cost for standard-based deployment as well as a significant gain in the number of channels due to the large bandwidth of the ISM band. Furthermore, the standard-based deployment provides solid ground for medical device interoperability, which is a fundamental issue in the healthcare community [29]. However, the ISM band is unlicensed and subject to interference from other devices such as Bluetooth, microwave ovens, and cordless telephones. Nevertheless, it has been recently reported through substantial deployment experiences that an IEEE 802.11 network can significantly outperform a vendor-specific one in the WMTS band in medical facilities [22].

There have also been studies on architectures and functions for patient monitoring, e.g., [21], [30]–[33]. The general requirements and analysis of wireless patient monitoring using wireless LANs are presented in [21] and [30], which include the use of wireless LANs for patient monitoring in several different scenarios, analyses, and architecture designs. Also, Zhou et al. [31] focuses on the network communication techniques used by a remote surveillance platform for real-time reliable cardiac monitoring. Similar architectures and functions are studied in [32] and [33].

B. IEEE 802.11e MAC

The IEEE 802.11e MAC standard [34] provides a hybrid coordination function (HCF) that utilizes two medium access mechanisms: (i) Controlled channel access and (ii) contention-based channel access. The controlled channel access is referred to as HCF controlled channel access (HCCA), which supports deterministic channel access through a special coordinator node called the hybrid coordinator (HC). On the other hand, the contention-based channel access, i.e., the enhanced distributed channel access (EDCA), allows four access categories (ACs) to serve multiple traffic classes with different QoS requirements. Since we focus on the contention-based channel access for the traffic categories in medical applications, we briefly describe the EDCA mechanism for providing QoS here.

EDCA can be defined as a class-based QoS provisioning channel access mechanism. It provides traffic classification that has different use priorities mapped to four ACs as follows: Background (AC_BK), best-effort (AC_BE), video (AC_VI), and voice (AC_VO) in the ascending order of priority as shown in Table 1. Background traffic is assigned the lowest priority of level 3 whereas the voice traffic has the highest priority of level 0.

The AC queues are prioritized by differentiating channel access parameters such as an arbitrary inter-frame space number (AIFSN) and the contention window (CW) as given in Table 1. For the ACs of higher priorities, their AIFSN and CW duration are smaller compared to those of lower priorities. When a node
has a packet to transmit, it contends for a transmission opportunity by initiating channel sensing. If the channel state is sensed to be idle, it waits for an AIFS duration and starts to countdown its backoff timer for a random duration selected from the range of the allocated CW value.

The AIFS duration in EDCA varies for each traffic category and is referred to AIFS [AC] as shown in Fig. 2. For example, the duration for AIFS [AC_VO] is less than the duration of AIFS [AC_BE] as shown in Table 1. Therefore, the AC_VO category has a higher priority than the AC_BE category to initiate transmission even when the packets are residing in both queues at the same time. After waiting for the AIFS [AC] duration, if the station senses the channel is busy, it freezes the backoff timer and waits again for the next AIFS [AC] duration. If the channel is found to be free, a higher priority packet is transmitted when the backoff counter reaches zero.

A backoff counter value is randomly picked from \([0, CW]\) and where the CW value is in the range of \([CW_{\text{MIN}}, CW_{\text{MAX}}]\) as given in Table 1. \(CW_{\text{MAX}}\) is smaller for higher access priority traffic. Upon collision or packet loss, the sender node doubles its CW range until it reaches \(CW_{\text{MAX}}\) and waits for AIFS to attempt retransmission.

Many analytical studies exist to show the QoS performance of EDCA, in which the main features of EDCA such as virtual collision, different AIFS, and different CW are included. For example, in [36], the effects of the CW and AIFS on the priority differentiation ability of EDCA have been investigated. However, according to [37], the throughput of the highest priority degrades by about 40% when the number of lower ones exceeds 5. This phenomenon is caused from the fact that the priority between ACs in IEEE 802.11e is guaranteed only in a relative manner due to the randomness in the CW value. It should be noted that this limitation of IEEE 802.11e may become a potentially critical hazard for patient safety in medical networks. Hence, it is of critical importance to guarantee the absolute priority of each AC over lower-priority ones.

III. DESIGN OF MEDICAL-GRADE WLAN

In this section, we first categorize medical applications in healthcare facilities according to their medical urgency. With the medical categorization in hand, we propose a multiple access method that can assure the absolute priority of each category with respect to lower-priority ones. Then, we derive the optimal contention window size to improve the performance of real-time patient monitoring applications, which are prevalent and critical applications in medical networks.

A. Access Categorization by Medical Urgency

The typical QoS requirements for medical traffic in healthcare facilities can be found in [22], and are summarized in Table 2. Note that the values in Table 2 may be somewhat different from those in a particular facility. For example, a medical alarm should be announced within 10 s from the onset of an emergency. Hence, a value much smaller than 10 s, but a still achievable value of 200 ms is given in Table 2. In fact, 200 ms is the value typically used for testing [22].

From [38], the basic rule for the allowable latency is as follows. For life-critical information such as telemetry and infusion pump data, a latency smaller than 200 ms is required. For other medical applications, a latency of 200–500 ms is allowed, which is an acceptable waiting time. On the other hand, since guest access is an option for medical networks, 1000 ms is an acceptable latency. Data rates of medical applications are obtained as follows. For telemetry traffic, the data rate is obtained from the device specification of a major manufacturer. For barcode medication administration (BCMA), it is based on the amount of data for a typical barcode. The data rate for infusion pump is again follows. For life-critical information such as telemetry and infusion pump data, a latency smaller than 200 ms is required. For other medical applications, a latency of 200–500 ms is allowed, which is an acceptable waiting time. On the other hand, since guest access is an option for medical networks, 1000 ms is an acceptable latency. Data rates of medical applications are obtained as follows. For telemetry traffic, the data rate is obtained from the device specification of a major manufacturer. For barcode medication administration (BCMA), it is based on the amount of data for a typical barcode. The data rate for infusion pump is again follows. For life-critical information such as telemetry and infusion pump data, a latency smaller than 200 ms is required. For other medical applications, a latency of 200–500 ms is allowed, which is an acceptable waiting time. On the other hand, since guest access is an option for medical networks, 1000 ms is an acceptable latency. Data rates of medical applications are obtained as follows. For telemetry traffic, the data rate is obtained from the device specification of a major manufacturer. For barcode medication administration (BCMA), it is based on the amount of data for a typical barcode. The data rate for infusion pump is again follows. For life-critical information such as telemetry and infusion pump data, a latency smaller than 200 ms is required. For other medical applications, a latency of 200–500 ms is allowed, which is an acceptable waiting time. On the other hand, since guest access is an option for medical networks, 1000 ms is an acceptable latency. Data rates of medical applications are obtained as follows. For telemetry traffic, the data rate is obtained from the device specification of a major manufacturer. For barcode medication administration (BCMA), it is based on the amount of data for a typical barcode. The data rate for infusion pump is again
Table 2. Representative values for QoS requirements for medical applications in healthcare facilities.

<table>
<thead>
<tr>
<th>Applications</th>
<th>Packets/s</th>
<th>kb/packet</th>
<th>Peak (kb/s)</th>
<th>Average (kb/s)</th>
<th>Event/tech or duty cycle</th>
<th>Maximum latency (ms)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Telemetry (diagnostic)</td>
<td>300</td>
<td>5.1</td>
<td>22.6</td>
<td>25.6</td>
<td>Stream</td>
<td>200</td>
</tr>
<tr>
<td>Telemetry (alarms)</td>
<td>5</td>
<td>1.0</td>
<td>5.1</td>
<td>0.1</td>
<td>10/h</td>
<td>200</td>
</tr>
<tr>
<td>Infusion pump (status)</td>
<td>1</td>
<td>1.0</td>
<td>1</td>
<td>1</td>
<td>Continuous</td>
<td>200</td>
</tr>
<tr>
<td>Infusion pump (alert)</td>
<td>1</td>
<td>1.0</td>
<td>1</td>
<td>0.1</td>
<td>1/h</td>
<td>200</td>
</tr>
<tr>
<td>Clinician notifier</td>
<td>5</td>
<td>2.6</td>
<td>12.8</td>
<td>0.1</td>
<td>20/h</td>
<td>200</td>
</tr>
<tr>
<td>BCMA</td>
<td>2</td>
<td>0.4</td>
<td>0.8</td>
<td>0.1</td>
<td>30/h</td>
<td>500</td>
</tr>
<tr>
<td>EMR images</td>
<td>200</td>
<td>20.5</td>
<td>4,100</td>
<td>41</td>
<td>1%</td>
<td>200</td>
</tr>
<tr>
<td>Guest access</td>
<td>100</td>
<td>19</td>
<td>1,000</td>
<td>30</td>
<td>1%</td>
<td>1,000</td>
</tr>
<tr>
<td>Email</td>
<td>200</td>
<td>20.5</td>
<td>4,100</td>
<td>41</td>
<td>1%</td>
<td>200</td>
</tr>
</tbody>
</table>

Table 3. Access categorization for medical-grade wireless LAN according to medical urgency.

<table>
<thead>
<tr>
<th>Applications</th>
<th>Urgency</th>
</tr>
</thead>
<tbody>
<tr>
<td>AC0</td>
<td>Alarm (alarms, infusion pump alert)</td>
</tr>
<tr>
<td>AC1</td>
<td>Real-time streaming data (telemetry, infusion pump)</td>
</tr>
<tr>
<td>AC2</td>
<td>Other medical applications</td>
</tr>
<tr>
<td>AC3</td>
<td>Non-medical applications (guest access, email)</td>
</tr>
</tbody>
</table>

Fig. 3. AIFS and CW settings: (a) IEEE 802.11e EDCA and (b) the proposed scheme.

B. Assurance of Absolute Priority Among Access Categories

As already mentioned in Section II, IEEE 802.11e MAC only provides a relative priority service depending on access category. In general, there are two ways of priority differentiation for achieving QoS provision. The first one is relative priority, under which the throughput of a node is allocated proportionally according to its priority. The main advantage of relative priority is that higher priority traffic does not starve lower priority traffic. However, the throughput degradation of higher priority traffic becomes more severe as lower priority traffic increases. Though this might not be a critical issue in general wireless networks, it may result in a serious problem, and even be a matter of life and death, in healthcare facilities.

Another way of priority differentiation is absolute priority, where high-priority traffic can fully use the available bandwidth if needed even when low-priority traffic exists regardless of whether low-priority traffic is starved or not. In fact, the performance of critical healthcare applications such as medical alarms and real-time patient monitoring can be seriously degraded due to an increase of lower priority traffic in conventional IEEE 802.11e. Hence, we need to assure absolute priority service for healthcare applications in order to guarantee medical-grade QoS.

Here, we propose an effective method for assuring absolute priority service. IEEE 802.11e EDCA uses different values of AIFS for each AC, which results in a different waiting time for each AC to start its backoff counter. However, the difference between AIFS values of high and low priority is not sufficient for guaranteeing absolute priority. In IEEE 802.11e EDCA, AIFS, is bigger than AIFS, + CW, as shown in Fig. 3(a), where i denotes access category i. Consequently, there are periods when only the high priority node can contend for the channel (period 1 in Fig. 3(a)) and periods when both high and low priority nodes can contend (period 2 in Fig. 3(a)). Therefore, in IEEE 802.11e EDCA, some probability exists that low-priority nodes contend for the channel with high-priority nodes, which may degrade the performance of the latter.

In order to assure absolute priority, we set the AIFS value of each AC as follows:

\[
AIFS_i = \begin{cases} 
AIFS_0, & \text{if } i = 0, \\
AIFS_{i-1} + CW_{i-1}, & \text{otherwise}. 
\end{cases}
\]  

Fig. 3(b) shows the relation between AIFS, and CW, for access category i in the proposed scheme. By setting AIFS, and CW, as in (1), period 2 in Fig. 3(a) now becomes zero in Fig. 3(b), and the lower-priority node contends for the channel only when the network is not saturated by the high-priority node. In this manner, the proposed scheme can assure absolute priority of a high-priority category over lower-priority ones.

C. Contention Control for Medical-Grade QoS

Based on the categorization in Table 3, we study how to efficiently utilize the wireless channel, while providing absolute priority. In particular, we focus on the traffic in AC1 in Table 3, which is prevalent and critical in healthcare environments. Instead of the conventional binary exponential backoff (BEB) mechanism in IEEE 802.11 MAC, we derive the optimal contention window size for AC1 in order to improve the network performance. According to the categorization in Table 3, the traffic in AC1 corresponds to real-time patient monitoring applications. Hence, we assume that each traffic in AC1 demands the same throughput and delay requirements. Extension to a more general case will be a subject of future work.

To use the wireless channel in an efficient manner, we first focus on the characteristics of medical traffic. First, we can observe from Table 2 that the event of an alarm signal rarely occurs and its packet size is very small. Hence, we fix the CW value to CW_MIN for AC0 traffic in order to ensure the highest priority. It should be noted that this setting does not cause significant collision because of the rare event characteristics and small packet size of AC0 traffic.

Now, we look into the problem of how to ensure the QoS of AC1 traffic in Table 3. One key observation for AC1 applications is that they are real-time streams with a fixed data rate. Hence, we derive the optimal contention window size that maximizes
the aggregate throughput of AC1. Suppose that there are a total of \( n \) nodes for real-time patient monitoring in AC1. Let \( \tau = (\tau_1, \ldots, \tau_n) \), where \( \tau_i \) denotes the attempt probability of node \( i \) with \( \tau_i \in [\tau_{\min}, \tau_{\max}] \), and \( \tau_{\min} \) and \( \tau_{\max} \) denote the minimum and maximum of \( \tau_i \), respectively. Then, the problem of maximizing the aggregate throughput can be described as

\[
\max_{\tau=(\tau_1, \ldots, \tau_n)} T_{hagg} = \sum_{i=1}^{n} T_{hi}
\]

where \( T_{hagg} \) and \( T_{hi} \) denote the aggregate throughput of AC1 traffic and node \( i \)'s throughput, respectively. In a similar manner as in [39], we have

\[
T_{hi} = \frac{\text{(Average of node } i \text{'s payload size)}}{\text{(Average of a slot time)}} = \frac{P_{s,i}L_i}{P_{\text{idle}}\delta + P_{i}T_{s} + P_{c}T_{c}}
\]

where \( L_i \) is the payload size of node \( i \), \( P_s \) and \( P_c \) are the probabilities of success and collision of a transmission in a slot, and \( P_{s,i} \) denote the success probability of node \( i \)'s transmission. In addition, \( \delta, T_s, \) and \( T_c \) are the durations of an empty slot, successful transmission, and collision, respectively.

As already mentioned, we consider the case of the same throughput requirement for each traffic in AC1. Hence, \( L_i \)'s are the same for every node in AC1, and then \( T_{hi} \) becomes the same. Consequently, maximizing the aggregate throughput in (2) maximizes the throughput of node \( i \). Hence, from now on, we omit the subscript \( i \) for notational simplicity unless otherwise mentioned.

Now, the remaining issue is to express the throughput of node \( i \), i.e., \( T_{hi} \), in terms of its attempt probability \( \tau \). First, we can express \( P_{\text{idle}} \) as

\[
P_{\text{idle}} = \prod_{k=0}^{n-1} (1 - \tau_k) = (1 - \tau)^n.
\]

In addition, the numerator in (3) of \( P_{s,i}L_i \) can be further expressed as

\[
P_{s,i} = \tau (1 - P_c)
\]

where \( P_c = 1 - (1 - \tau)^{n-1} \). By combining (4) and (5), we have

\[
P_{s,i} = \frac{\tau}{1 - \tau} P_{\text{idle}}.
\]

On the other hand, let \( b_i \) denote the time duration for successful transmission of node \( i \). Then,

\[
b_i = \text{PLCP}_{oh} + \frac{\text{MAC}_{oh} + L_i}{\tau_i} + \text{SIFS} + \text{ACK} + \text{AIFS}
\]

where \( \text{PLCP}_{oh} \) is the physical layer convergence protocol (PLCP) preamble time, \( \text{MAC}_{oh} \) is the MAC header size, \( \tau_i \) is the PHY data rate of node \( i \) and ACK is the duration of time for transmitting an ACK frame. Then, \( T_s P_s \) in (2), which is the expected duration for a successful transmission, can be expressed as follows

\[
T_s P_s = \sum_{i=0}^{n-1} b_i \tau_i (1 - P_{\text{idle}}) = P_{\text{idle}} \sum_{i=0}^{n-1} b_i \left( \frac{\tau}{1 - \tau} \right)
\]

\[
= P_{\text{idle}} \left( \frac{\tau}{1 - \tau} \right) \sum_{i=0}^{n-1} b_i.
\]

In a similar manner, let \( c_i \) denote the duration of a collision for node \( i \). Then, \( c_i \) is given as

\[
c_i = \text{PLCP}_{oh} + \frac{\text{MAC}_{oh} + L_i}{\tau_i} + \text{EIFS} + \text{AIFS}
\]

where EIFS is the extended IFS defined in IEEE 802.11. Here, we assume that there is no simultaneous transmission by more than two nodes, which is a reasonable approximation. Since the duration of a collision is determined by the colliding node whose transmission lasts longer than the other colliding node, when the transmissions of node \( i \) and node \( j \) collide, the expected duration of a collision \( T_{c} P_{c} \) in (3) becomes

\[
T_{c} P_{c} = \sum_{i=0}^{n-1} \sum_{j=0}^{n-1} \tau_i \tau_j \prod_{k \neq i,j} (1 - \tau_k)
\]

\[
= \sum_{i=0}^{n-1} \sum_{j=0}^{n-1} \tau_i \tau_j P_{\text{idle}} \sum_{k=0}^{n-1} (1 - \tau_k)
\]

\[
= \sum_{i=0}^{n-1} \sum_{j=0}^{n-1} \tau_i \tau_j P_{\text{idle}} \left( \frac{\tau}{1 - \tau} \right)^2 P_{\text{idle}} \sum_{i=0}^{n-1} c_i.
\]

From (6), (7), and (8), (3) can be expressed as a function of \( \tau \) as follows

\[
T_{hi} = \frac{P_{\text{idle}} L_x}{P_{\text{idle}} \delta + P_{\text{idle}} \left( \frac{\tau}{1 - \tau} \right) \sum_{i=0}^{n-1} b_i + P_{\text{idle}} \left( \frac{\tau}{1 - \tau} \right)^2 \sum_{i=0}^{n-1} c_i}
\]

We further denote \( x := \tau/(1 - \tau) \) and (9) becomes a function of \( x \) as follows

\[
T_{hi}(x) = \frac{L_x}{C x^2 + B x + \delta}
\]

where \( B = \sum_{i=0}^{n-1} b_i \) and \( C = \sum_{i=0}^{n-1} c_i \).

Now, finding the optimal \( x \) that maximizes the throughput is fairly straightforward; \( dT_{hi}(x)/dx = 0 \) is solved as follows

\[
L_x(C x^2 + B x + \delta)^{-1} - L_x(2 C x + B)(C x^2 + B x + \delta)^{-2} = 0.
\]

From (11), the optimal solution for maximizing (10) \( x^* \) is given as

\[
x^* = \sqrt{\frac{\delta}{C}}
\]

which then gives the optimal attempt probability \( \tau^* \):

\[
\tau^* = \frac{\sqrt{x^*}}{1 + \sqrt{x^*}}.
\]
Finally, the optimal CW value $CW^*$ is given from (12) by using $\tau = 2/(CW + 1)$ in [39], where CW is an integer:

$$CW^* = \left\lceil \frac{2}{\tau^*} - 1 \right\rceil.$$  \hspace{1cm} (13)

From (13), we can determine the contention window size of nodes in AC1.

### IV. MEDICAL-GRADE QOS METRIC

In order to properly evaluate the QoS level of medical applications in wireless environments, we have to consider not only conventional QoS metrics such as the delay, throughput, and packet error rate (PER), but also the level of medical diagnosability of the data. To this end, the key task is determining a proper QoS metric for medical-grade transmission, which can measure the amount of diagnostic information in the received data. Since the diagnostic features differ depending on medical applications, a QoS metric must be developed for each medical application. Here, we focus on the application of wireless ECG transmission for patient monitoring in AC1, and develop an effective metric for medical-grade QoS.

#### A. Main Features of ECG Signal

In order to design a QoS metric for wireless ECG transmission, we first need to understand the key features of the ECG signal from the medical point of view. The ECG signal has several diagnostic features that are crucial for medical interpretation. In general, the diagnostic features can be categorized into three groups: Duration, amplitude, and shape. Among these three categories, the duration features are the most critical in most cases. Some of the duration and amplitude features of the ECG signal are shown in Fig. 4(a). More detailed descriptions on important duration and amplitude features are given in Table 4.

In general, the relevant diagnostic information lies in the PQRST complex features, i.e., the P wave duration, QT interval, T shape and ST elevation as shown in Fig. 4(b). The main features in the PQRST complex are the location, duration, amplitude, and shape of the waves. In order to extract these features, we first need to segment the ECG signal, i.e., determine the location of each wave shown in Fig. 4(b). In order to locate the waves, we determine the QRS complex, which has the highest frequency component in the ECG signal. Then, the T wave is recognized, and finally, the P wave is determined. Currently, there are several algorithms available for ECG segmentation [40]. After finding the locations of the P, Q, R, S, and T points, the duration, amplitude, and shape of each wave are easily determined.

#### B. QoS Metric for Wireless ECG Transmission

As we have already mentioned, the most important criterion for evaluating the QoS level of medical applications is the diagnosability of the received data. For example, in the case of wireless ECG transmission, the QoS criterion should be based on the level of relevant diagnostic information. Conventional QoS metrics such as PER are insufficient for evaluating medical-grade QoS because these metrics treat each packet equally. In medical applications, the amount of diagnostic information varies depending on packet, and this should be properly incorporated into the design of a medical-grade QoS metric.

In order to develop a quantitative measure for medical-grade QoS of wireless ECG transmission, we first identify the main features of the ECG signal. Then, as a QoS metric for wireless ECG transmission, we investigate the weighted diagnostic distortion (WDD), which was originally proposed for evaluating the distortion level of ECG signal compression [41]. The WDD compares the original ECG signal and the received one by focusing on the key diagnostic features described as below. It should be noted that a higher WDD implies worse QoS.

For the original and received ECG signal, a vector of diagnostic features such as those in Table 4 can be derived as follows:

$$f^T = [f_1, f_2, \ldots, f_p]; \text{ features of the original signal},$$

$$\hat{f}^T = [\hat{f}_1, \hat{f}_2, \ldots, \hat{f}_p]; \text{ features of the received signal}$$

where $p$ is the total number of features used in the WDD measure. Here, each $f_i$ is scalar. For example, the time duration features are scalar values in milliseconds as described in Table 4.

With the given $f$ and $\hat{f}$, the WDD measure is determined as

$$WDD(f, \hat{f}) = \Delta f^T \Lambda \frac{1}{tr[\Lambda]} \Delta f$$  \hspace{1cm} (14)

where $\Delta f$ is the normalized difference vector given as

$$\Delta f^T = [\Delta f_1, \Delta f_2, \ldots, \Delta f_p]$$

and $\Lambda$ is a diagonal matrix of weights for features, i.e., $\Lambda = \text{diag}[\lambda_i], i = 1, 2, \ldots, p$. The values of $\lambda_i$, i.e., the relative importance of each feature, can be determined based on the medical knowledge of healthcare personnel.
Table 4. Duration and amplitude features of an ECG signal.

<table>
<thead>
<tr>
<th>Feature</th>
<th>Feature description</th>
<th>Unit</th>
</tr>
</thead>
<tbody>
<tr>
<td>RRint</td>
<td>Time duration between the current and previous locations of the R wave</td>
<td>ms</td>
</tr>
<tr>
<td>QRSdur</td>
<td>Time duration between the onset and offset of the QRS complex</td>
<td>ms</td>
</tr>
<tr>
<td>QT</td>
<td>Time duration between QRS on and Toff</td>
<td>ms</td>
</tr>
<tr>
<td>QTint</td>
<td>Time duration between QRS on and Tp</td>
<td>ms</td>
</tr>
<tr>
<td>Pdur</td>
<td>Time duration between Pon and Poff</td>
<td>ms</td>
</tr>
<tr>
<td>PRint</td>
<td>Time duration between Pon and QRS on</td>
<td>ms</td>
</tr>
<tr>
<td>QRS_{+}amp</td>
<td>Maximum positive amplitude of QRS complex</td>
<td>0.1 mV</td>
</tr>
<tr>
<td>QRS_{-}amp</td>
<td>Maximum negative amplitude of QRS complex</td>
<td>0.1 mV</td>
</tr>
<tr>
<td>Pamp</td>
<td>Amplitude of P wave</td>
<td>0.1 mV</td>
</tr>
<tr>
<td>Tampa</td>
<td>Amplitude of T wave</td>
<td>0.1 mV</td>
</tr>
</tbody>
</table>

From (14), unlike the conventional QoS metrics, WDD can properly quantify the distortion in medical diagnostic information in an ECG signal. Consequently, we can evaluate the medical-grade QoS level of each wireless technology by calculating WDD rather than conventional QoS metrics. We anticipate that a medical-grade QoS metric such as WDD will be vital for research on medical-grade wireless networks.

V. SIMULATION STUDY

A. Simulation Setup

In this section, we present our evaluation of the proposed scheme by ns-2 simulation [42]. We compare our scheme with IEEE 802.11e EDCA. The medical traffic in each AC is generated according to Table 2. In particular, the alarm in AC0 and FTP in AC2 are transported by TCP while ECG monitoring in AC1 is transported by UDP. We use the 1-lead ECG data in the MIT-BIH arrhythmia data set for monitoring the ECG signal at a central station [43]. Although the database was originally created as the standard test material for the evaluation of arrhythmia detectors, it has been used for testing new ECG monitoring schemes. In calculating WDD, we use the three features $f_1 = RR_{int}$, $f_2 = QRS_{+}^{\text{amp}}$, and $f_3 = QRS_{-}^{\text{amp}}$ in Table 4, which are the most critical features with the weight vector $\Lambda = \text{diag}[2 \ 2 \ 2]$ according to [41].

B. Simulation Results

First, in order to validate the analysis in subsection III-C, we compare the aggregate network throughput obtained by analysis with the simulation results under several different scenarios. We vary the attempt probability $\tau$ from 0 to 0.1. In the first simulation, we investigate the effect of the PHY data rate. There are a total of four nodes, and the payload size is fixed to 1,500 bytes. The PHY data rate is either 1 or 11 Mb/s. Fig. 5(a) shows that our analysis for both cases match very well with the simulation results. We further perform a simulation with 12 nodes. Similarly, the analytical results fit very well with that of the simulation as shown in Fig. 5(b), except for a small difference when $\tau$ is around 0.1 in the case of 12 nodes. From Fig. 5, we can conclude that our analysis is very accurate for a reasonable range of $\tau$ and the optimal value of $\tau$ can be efficiently found by our analysis.

Next, in order to show the performance improvement by the proposed scheme over IEEE 802.11e, we carry out a simulation using WDD as a QoS metric by increasing the number of ECG flows. It should be noted that there is no TCP traffic in this simulation. Fig. 6(a) shows the average WDD of ECG flows as the number of ECG flows increases from 15 to 30. Since a higher WDD implies worse QoS, we can easily see that the proposed scheme significantly increases the capacity of ECG flows compared to the conventional IEEE 802.11e. In particular, the capacity for ECG flows increases from 22 to 28 by the proposed scheme. Fig. 6 shows the performance of the delivery ratio of ECG flows, i.e., the ratio between the number of packets sent from the sender and that received by the receiver. Packets not delivered are due to MAC buffer overflow. Similarly to Fig. 6(a), we can see that the proposed scheme significantly improves the...
network performance. As shown in Fig. 6, the delivery ratio of 802.11e significantly degrades when there are 30 ECG flows, which implies that the MAC buffer overflow is negligible with the proposed scheme. Note that the increase in WDD when there are more than 28 ECG flows in Fig. 6 is due to the delay violation at the receiver.

Fig. 7 shows the aggregate throughput performance as the number of ECG flows increases. Note that both the aggregate and per-flow throughputs of the proposed scheme do not degrade at all up to 28 ECG flows while those of IEEE 802.11e drastically decrease at 22 ECG flows due to extensive collisions. We then investigate the delay performance. According to Table 2, packets that violate the delay constraint of 200 ms are assumed to be discarded at the receiver. Fig. 8 shows that the end-to-end delay and delay violation ratio of IEEE 802.11e begin to increase abruptly when the number of ECG flows is 22 while those of the proposed scheme increase when the number of ECG flows is 28.

Now, in order to see how well the proposed scheme works to support absolute priority, we consider the case when there are 10 ECG flows in AC1 and the number of TCP flows in AC2 varies from 1 to 15. Fig. 9(a) shows the WDD performance of ECG flows. Since IEEE 802.11e only provides relative priority, the WDD of ECG flows significantly increases as the number of TCP flows increases. Hence, the real-time ECG flows in AC1 cannot be well protected in the case of IEEE 802.11e, which can be a serious potential hazard from a medical point of view. On the other hand, the proposed scheme keeps the WDD of ECG flows around zero regardless of the number of TCP flows in AC2, which validates that absolute priority is assured. In fact, since there is a tradeoff between the performance of AC1 traffic and AC2 traffic, absolute priority is ensured at the expense of TCP flows in AC2 as shown in Fig. 9(b), where the TCP aggregate throughput is higher under IEEE 802.11e than the proposed scheme. In a similar manner, Fig. 10 shows the simulation result with 15 ECG flows instead of 10 ECG flows. Overall, the trend is quite similar to that in Fig. 9. However, it should be noted that IEEE 802.11e performs even worse than the proposed scheme in the aggregate TCP throughput when the number of TCP is larger than 8. Again, we can see that the proposed scheme guarantees absolute priority of ECG flows in AC1.

Last, we carry out a simulation in the presence of channel error. In general, the channel error influences the overall performance of IEEE 802.11 WLAN because it causes retransmissions. We perform a simulation under the same conditions as in Figs. 6(a) and 10(a) except that the bit error rate (BER) is $10^{-5}$.

![Fig. 6. WDD and delivery ratio: (a) WDD vs. number of ECG flows and (b) delivery ratio vs. number of ECG flows.](image)

![Fig. 7. Throughput performance vs. the number of ECG flows: (a) Aggregate throughput and (b) per-flow throughput.](image)
instead of 0. The simulation results are shown in Figs. 11(a) and 11(b), respectively. Fig. 11(a) shows that the performance of WDD for each scheme becomes worse only after the number of ECG flows exceeds its capacity, which is 22 for IEEE 802.11e and 28 for the proposed scheme. In Fig. 11(b), the performance of IEEE 802.11e severely degrades when there are channel errors, while the proposed scheme shows slight performance degradation.

VI. CONCLUSION AND FUTURE WORK

In this paper, we have presented an effective scheme for designing a medical-grade WLAN based on the conventional IEEE 802.11e MAC without any significant modification. The simulation results have shown that the proposed scheme can significantly improve the network performance while supporting the absolute priority service. We expect that this study will be an effective building block for improving the overall reliability and interoperability of wireless e-healthcare systems.

We point out some important topics for future research. Studying admission control is important for ensuring the required medical-grade QoS. In addition, the effects of other mechanisms such as rate control, power control, and carrier sense need to be thoroughly investigated for the overall reliability and the performance of medical networks.
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